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Introduction
The following solution provides high level principles for minimizing access dependencies in functionalities that are to be supported by a 5G core network. It also provides a perspective on how to minimize access dependencies on the RAN-CN interface. It is proposed to capture this solution for minimizing access dependencies in the TR. 
Considerations and Proposal
This solution provides high level principles to interpret the requirements of minimizing access dependencies for key core network functionalities. It captures RAN-CN interface aspects as well from the perspective of making it non access specific. No one solution is being described in detail and it is expected that other key issues and sections of the TR will develop solutions that are in-line with principles provided in this proposal.
QoS 

QoS related parameters and QoS related signalling between the core network and access network is non access specific. For example QoS needs on a per IP flow basis are signalled to the access network via non access specific signalling using non access specific QoS parameters.  Within the access network the conversion to access specific QoS parameters and signalling can occur as needed.

Authentication

Authentication function at protocol (e.g. DIAMETER) / framework level used between the core network and access network is non access specific. The security methods (e.g. EAP AKA) used for authentication can however be access specific if needed.

Charging Framework

Charging Framework that includes functions responsible for charging data collection and communication will be non-access specific. The actual charging data collected maybe access specific however. This functionality is contained within the CN and has no implications for RAN-CN functional split.

Policy Framework

The policy framework that includes for example a concept of a policy controller, policy enforcement points, policy repositories etc. will be non-access specific. There will however be access specific policies that may require for example access specific additional policy decision, communication and enforcement. This functionality is contained within the CN and has no implications for RAN-CN functional split.

Session Continuity 

Sessions continuity functions in the core network will be non-access specific. The access network may have access specific session continuity mechanisms that are not visible to the core network.
Session Management

Session management functions such as techniques for allocation of IP address will be non-access specific. For any access specific session management functionality that is identified, the transport (e.g. IP) for carrying access specific session management signalling over RAN-CN interface will be non-access specific.

Mobility Management

Mobility management functions will be access specific. However the transport (e.g. IP) for carrying access specific session management signalling over RAN-CN interface will be non-access specific.

Minimization of Access dependencies and CP/UP functional split

It is likely that there will be some access specific functional entity(ies) left in the CN for example to handle mobility management. This will result in possible communication between both access specific and non-access specific functional entities in the control plane and the user plane. 

· CP/UP communication functionality between non access specific functional entities in CP and UP will also be non-access specific

· CP/UP communication functionality where at least one of the functional entities is access specific will also be access specific but it can possibly use an existing CP/UP interface with access specific extensions.

Carrying of Access Specific information over RAN-CN interface

In general, carrying access specific information over the RAN-CN interface should be avoided in NextGen networks as much as possible.  However, it is likely that some information that is carried over the RAN-CN interface cannot be made non-access specific. An example of that is mobility management related information. For such information it is possible to consider taking the following actions;

· Use a non-access specific transport (e.g. IP) to carry traffic to a core network functional node specific to that access technology.

· Possibly use a transport header extension to identify an access technology and based on that route the packet to right control plane entity.
Conclusion

It is proposed to discuss this proposal and the following to the TR
* * * Start of change * * * *
Annex X: Next Generation core and access functional division and interface

X.1
Minimizing access dependencies in the NextGen Core and AN - CN Interface
This annex provides high level principles to interpret the requirements of minimizing access dependencies for key core network functionalities. It captures RAN-CN interface aspects as well from the perspective of making it non access specific. No one solution is being described in detail and it is expected that other key issues and sections of the TR will develop solutions that are in-line with principles provided in this proposal.

X.1.1 QoS 

QoS related parameters and QoS related signalling between the core network and access network is non access specific. For example QoS needs on a per IP flow basis are signalled to the access network via non access specific signalling using non access specific QoS parameters.  Within the access network the conversion to access specific QoS parameters and signalling can occur as needed.

X.1.2 Authentication

Authentication framework used between the core network and access network is non access specific. The security methods (e.g. EAP AKA) used for authentication can however be access specific if needed.

X.1.3 Charging Framework

Charging Framework that includes functions responsible for charging data collection and communication will be non-access specific. The actual charging data collected maybe access specific however. This functionality is contained within the CN and has no implications for RAN-CN functional split.

X.1.4 Policy Framework

The policy framework that includes for example a concept of a policy controller, policy enforcement points, policy repositories etc. will be non-access specific. There will however be access specific policies that may require for example access specific additional policy decision, communication and enforcement. This functionality is contained within the CN and has no implications for RAN-CN functional split.

X.1.5 Session Continuity 

Sessions continuity functions in the core network will be non-access specific. The access network may have access specific session continuity mechanisms that are not visible to the core network.

X.1.6 Session Management

Session management functions such as techniques for allocation of IP address will be non-access specific. For any access specific session management functionality that is identified, the transport (e.g. IP) for carrying access specific session management signalling over RAN-CN interface will be non-access specific.

X.1.7 Mobility Management

Mobility management functions will be access specific. However the transport (e.g. IP) for carrying access specific mobility management signalling over RAN-CN interface will be non-access specific.

X.1.8 Minimization of Access dependencies and CP/UP functional split

It is likely that there will be some access specific functional entity(ies) left in the CN for example to handle mobility management. This will result in possible communication between both access specific and non-access specific functional entities in the control plane and user plane.
· CP/UP communication functionality between non access specific functional entities in CP and UP will also be non-access specific

· CP/UP communication functionality where at least one of the functional entities is access specific will also be access specific but it can possibly use an existing CP/UP interface with access specific extensions.

X.1.9 Carrying of Access Specific information over AN-CN interface

Access specific functionalities in the network should be isolated from non-access specific functions. When access specific entity(ies) exist in the core network and they have to communicate over RAN-CN interface it is possible to consider taking the following actions;

· Use a non-access specific transport (e.g. IP) to carry traffic to a core network functional node specific to that access technology.

· Possibly use a transport header extension to identify an access technology and based on that route the packet to right control plane entity.
* * * End of changes * * * *
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